**Supplementary Requirement Release 2**

1. FV - Field Validation Requirements

   1.1. Field “Password”

**Scope:**

* UC04.02 Questions to Queries Conversion

**Requirements:**

* Password should be at least 10 characters (and up to 100 characters)5 or more unique characters.
* It should be at least 3 of the following: uppercase, lowercase, numeric, or special characters.
* Password should not be less than 5 characters.
* Field is mandatory, system will not allow to proceed without password

**Conditions to Apply:** After the respective join points.

1.2. Field “Email ID”

**Scope:**

* UC04.02 Questions to Queries Conversion

**Requirements:**

* Email ID should contain @ and .com
* The prefix should appear to the left of the @ symbol
* The domain should appear to the right of the @ symbol
* The domain names should be maximum of 253 characters
* Field is mandatory, system will not allow to proceed without Email address

**Conditions to Apply:** After the respective join points

1. CN – Connectivity

**Scope:**

* UC05.02 Showing Recommended devices

**Requirements:**

* System should retain caches to populate values, if the front-end is disconnected due to Network issue, or some error.
* System should also show a popup window with an error message, “Connection failed, please try again later”.

**Conditions to Apply:** After the respective join points.

1. Data-Driven Defaults

3.1. Field “Address Option”

**Scope:**

* UC03.04 Advertisement Payment and discount

**Requirements:**

* If user chooses to use an existing address the address from user’s profile will be populated to address fields.
* Address fields such as address, city, state, zip
* If user chooses to use a new address, empty address fields will show up as specified above.

**Conditions to Apply:** After the respective join points.

1. Client Setup

**Scope:**

* UC03.04 Advertisement Payment and discount

**Requirements:**

* User needs to use his/her email address to make profile and for the first-time email verification is required.
* To secure account, we can put passcode like there to access bank account or users can set up two security questions to protect their account.

**Conditions to Apply:** After the respective join points.